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[bookmark: _Toc35528593][bookmark: _Toc35533354]******* Start of change  *******

7.1a	Determining trust relationship in the UE
The non-3GPP access networks, which are trusted, can be pre-configured in the UE. Additionally, during primary authentication the UE may receive an indication whether the non-3GPP IP access is trusted or not.  If such an indication is sent it shall be sent by the AUSF as part of an EAP-AKA' request. If no such indication is received by the UE (for example if 5G-AKA is used for primary authentication), and there is no pre-configured information in the UE, the UE shall consider the non-3GPP IP access as untrusted. In case of pre-configured information and indication received as part of an EAP-AKA' request are in conflict, the received indication shall take precedence. If the USIM supports non-3GPP access networks service, the home network operator may configure in the USIM a list of trusted non-3GPP access networks. In case of pre-configured information in the UE, the list of trusted non-3GPP access networks pre-configured by the home network operator in the USIM shall take precedence over information pre-configured in the ME. 

******* End of 1st  change  *******

******* Start of 2nd change  *******
[bookmark: _Toc11239243]9.x	Security mechanisms for the interface between W-5GAN and 5GC
The W-AGF function in Wireline 5G Access network (W-5GAN) terminates the following interfaces:
- N2 interface between the W-5GAN and the AMF 
- N3 interface between the W-5GAN and the UPF
The security of the N2 interface between the W-5GAN and the AMF is as defined in clause 9.2 of the present document.
The security of the N3 interface between the W-5GAN and the UPF is as defined in clause 9.3 of the present document.
NOTE:  Clauses 9.2 and 9.3 require that the N2 and N3 interfaces are integrity, confidentiality, and replay protected.  The same protection can be achieved by placing the AGF in the same trust domain as the AMF and the SMF.
******* End of change  *******
